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Through comprehensive risk management structure, to manage the risks that
might impact the company’s strategic goals and to integrate risk management into
business activities and regular operation, in order to achieve the goals as below:

To realize the company’s goals
To improve management efficiency
To provide reliable information
To optimize resource allocation
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2.1 Scope: The company and its domestic and abroad subsidiaries.

2.2 Dynamic management: properly and timely predict, monitor, control, and
respond to changes from the organization and outer environment.

2.3 Continuously improvement: through learning from past experiences, to
constantly enhance risk management practices and related operating
procedure.
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2.4 Risk governance and management team shall value and support risk
management, provide resources necessary for implementation, and be
responsible for the effective implementation.

2.5 To implement risk management, the company shall integrate all functional
entities to work together.  Through cross-functional communication and
coordination, risk management for all functions may be realized

Z BRI ER Risk Governance and Management
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3.1 Risk governance and management structure is established after consideration
of the company’s scale, business and related risk natures, and operational
activities.
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3.2 Risk governance structure:

Others Functional Committee " "
Pan-operational risk
Pan-strategy risk

BOD

¢ Industry paradigm shift ¢ Market/customer

* Key field technology e Production /SCM

e Mgt succession e Climate Changes

* Key talent acquisition and * Finance
retention e [T Infra

* RBU governance e Legal

» EgQ. Cyber security
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3.2.1 Board of Directors (BOD): The board of directors of the company is the
highest governing entity for company’s risk management. It aims to
comply with laws and regulations, promote and implement the Company's
overall risk management, clearly understand the risks faced by the company,
ensure the effectiveness of risk management, and bear the ultimate
responsibility for risk management. The roles and responsibilities of BOD
are as below:

1) Approve risk management policy, procedure, and structure;

2) Ensure alignment between business strategy and risk management policy;

3) Ensure appropriate risk management mechanism and risk management
culture has been established:;

4) Oversee and ensure effective implementation of overall risk management
mechanism;

5) Allocate and appoint sufficient and appropriate resources for effective
implementation of risk management;

6) Directly supervise the company’s major risks such as pan-strategy risks
and cyber security
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3.2.2  Audit Committee: being responsible for pan-operational risk as below.

1) Review risk management policy, procedure and structure. Regularly
review its applicability and performance effectiveness.

2) Ensure risk management mechanism is sufficient to deal with the risks
the company faces, and is integrated into daily operating process.

3) Review risk appetite (risk tolerance) and guide the allocation of resources.

4) Review priority of supervisory and risk levels

5) Execute BOD’s decision with regard to risk management
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3.2.3  BOD can arrange other functional committee to take responsibility of
monitoring and controlling specific risk issues as needed
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3.3 Risk Management Team : The company has set up this task force, co-chaired

1)
2)

3)
4)
5)
6)
7)

8)

3.4

3.4

by Corporate President of General Operation and Chief Operating Officer.
Risk Management Team is responsible for implementing pan-operational
risk management. It initiates major risk assessment and responding plans at
the end of each year, meets quarterly to review, and further convenes
meetings as needed. The roles and responsibilities of Risk Management
Team is as below:

Propose risk management policy, procedure, and structure;

Propose risk appetite (risk tolerance) and establish assessment standard
either by quantitative or qualitative approaches;

Analyze and identify the company’s risk sources and categories, also
review its applicability on a regular basis;

Report to Audit Committee on important pan-operation risk issues and
responding actions at least twice a year;

Report to the board of directors on company performance of risk
management at least twice a year;

Assist and monitor each department’s execution of risk management
practices;

Coordinate cross-functional interaction and communication on risk
management operation;

Execute risk management decision requested by risk governance entities;
Plan related training for risk management and to promote risk awareness
and culture.

Risk Management Team Internal Audit
Corporate President of General
Management & COO
RBU/SBU F&A T MSU SCM PUR HR/Legal | = Otheras
needed

PESAER D BRE R AR R AR AR d FP AR R, £
BRI ERIERLEETE SR TEAPR G E TSI EF R
i, B R R G FU e 2 R NIRER R N SR G
R C RS PE R U- CR - R T L ET 4 T

Internal audit: Internal control and internal audit are mainly supervised by
Audit Committee. The annual audit plan is submitted every year based on risk
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assessment, and implementation of the risk management mechanism or the
implementation of specific risk response measures is reviewed as necessary.
Internal Audit also deeply involves in the operation of risk management team
to strengthen its independency and effective implementation.
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3.5 Each operation entity: The head of each operation entity is responsible for

daily risk management. The roles and responsibilities of operation entities are
as below:

1) Responsible for the identification, analysis, evaluation, and responding
measures of risks subject to its entity. Establish corresponding crisis
managing mechanism as needed.

2) Report and propose risk management related information to the Risk
Management Team on regular basis

3) Ensure effective execution of risk control procedures related to its entity
so that to comply with risk management policy.
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Risk Management Process includes risk identification and analysis, risk
assessment, risk response, continuous monitoring and reviewing, reporting and
disclosure.
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4.1 Risk Identification and Analysis
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Risk Management Team survey from BOD, CPA, consultants, and global
management to understand their concerns on overall risk issues at the end of
each year.

Risk Management Team and function departments identify and evaluate pan-
operation risks with significant principle. (Refer to 7.1 Risk Summary Table)
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4.2 Risk Measurement

After possible risks are identified, those risks are assessed, including risk
analysis and risk evaluation, mainly with below two factors (Refer to 7.2
Risk Assessment, Risk Heat Map and Risk Appetite):

. Likelihood of Occurrence
I1. Negative Impact Scale that a particular risk is experienced

Risk Heat Map is developed according to above two factors, in the
meantime the company’s risk appetite is mapped, which show impact level
of risks and to be further referred for risks prioritization and mitigation
strategy planning. The impact level are principally quantitative, or qualitative
with descriptive texts when quantification is not possible
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4.3 Risk Response

Every operation unit shall take into consideration the company’s strategic
goals, inner and outer stakeholders’ opinions, risk appetite, and available
resources to propose the mitigation strategy and action plans to each risk item,
so as to strike the balance between goal achievement and cost-effectiveness.
(Refer to 7.3 Risk Action Plan Table)
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4.4 Continuous Monitoring and Reviewing

In addition to the responsibility of monitoring mentioned by 3.2 Risk
Governance Structure, operation units have the accountability of the risk
management in relation to their job responsibilities. Operation entities shall
take into consideration the related risk measurement and risk controls for their
daily operation, and shall escalate to Risk Management Team when
necessary. The risk management execution will be taken into account upon
annual performance evaluation for each manager.
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4.5 Risk Reporting and Disclosure

The process and outcome of the execution of risk management shall be
recorded, reviewed, reported, and properly filed for future reference. It
includes risk identification, risk analysis, risk evaluation, risk response, the
summary and related information sources, within the risk management
procedure.
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Risk Management Team shall collect and summarize the risk related materials
provided by each department, and deliver summary report to Audit Committee
and BOD on a regular basis. In addition, Risk Management Team shall
establish dynamic management and reporting mechanism in order to take into
action of supervision on the effective execution of risk management.

In addition to disclosure in compliance with the regulations issued by the
authority, the information of risk management shall be disclosed to different
stakeholders for specific need, in corporate annual report, corporate website, or
corporate sustainability report. The items to disclose at least includes:

1) Risk management policy and procedure

2) Risk governance and management organization structure

3) Operation and the status of execution of risk management, which includes
the frequency and date of reporting to BOD and Audit Committee
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5.1 Risk governance organization and the top-level management shall clearly
express their paying attention to risk management, integrate risk
management consciousness into daily decision making and operational
activities. In addition, they shall provide training courses to all employees to
form an overall corporate culture.
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5.2 The risk reporting mailbox “risk.management@advantech.com” is setup in
order to encourage employees to proactively identify and escalate major
risk(s) that have not been paid attention by the management or coped with
proper mitigation strategies, and to broadly solicit related risk responding
actions. In addition, Risk Management Team conducts annual survey to
employee to collect risk issues and suggest actions in the 3™ quarter.
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It needs BOD approval to release and/or revise this Policy and Procedure.

= ~ 4% #* 428 Reference Template

AR ERATHEY M A IR R BT LR AT A o R F ik
FRFRIREG RPE A FL

Risk summary tables and risk assessment templates are provided as below. User
is allowed to modify the format for the actual management and assessment need.
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7.1 Risk Summary Table

XX Risk Summary

Analysis

No Risk Item Risk Description  Likelihood Impact L
Description

Risk Mitigation Strategy Owner

01
02
03
04

05
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7.2 Risk Assessment, Risk Heat Map, and Risk Appetite
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7.2.1 Risk Measurement and Assessment

Risk Level is measured with 2 dimension and 5 scales
— (X axis) Likelihood of Occurrence for the current year
— (Y axis) Impact scale is measured by Annualized Sales Revenue or

(Y) Impact (USD M)
Cost/Exp.

Cost/Expense
(X) Likelihood %
Very High| >80% Scale |Revenue
High 60%~80% Very High| =200 >30
Modiom | 40-60% High |101~200| 16~30
Medium | 21~100 | 4~15
Low | 20~40% Low | 11~20 | 1-3
Very Low| <20% Very Low| <10 <1
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7.2.2 Risk Heat Map and Risk Appetite
Impact RlSk Heat Map
Low Risk
[ Mediem Risk
i High Risk
High
Med
Low
Boundary of
risk tolerance
Very
Low
Very Low Low Medium High Very High
Likelihood

The risk items falling into the areas above the red line or the boundary of risk
tolerance, exceed the company’s risk appetite S0 is viewed as high risk. Those
risks shall be planned at first priority for mitigation strategy and actions, and to
closely supervise on improvement result.
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7.3 Risk Action Plan Table
01 [Risk Item]

Background Est. Maximum Impact
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